**Further Enhancement**

This work provides the most up to date and comprehensive account of the nature of the CSRF attacks and corresponding solution to thwart these attacks. However, as the new knowledge pioneered in this work takes hold, the future extensions of this knowledge are bound to happen. Some areas of further work, in future, are identified as follows: As a future extension of this work it may be possible to perform the Bayesian estimation by using 1-99 (configurable) threshold probability ratio of suspect CSRF page to safe pages since anything lower than 1% of the threshold can either be random or an unexpected variance] Incorporating routine CSRF scanning in commercial anti-malware • Browser specific and generic anti CSRF solutions.